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1
SYSTEMS AND METHODS FOR ENHANCED
NETWORK IDENTIFICATION

FIELD OF THE INVENTION

The present disclosure relates generally to systems and
methods for enhanced identification of networks provided
by appliances. More particularly, the present disclosure is
directed to systems and methods for more quickly identify-
ing networks hosted by appliances by comparing the service
set identifier (SSID) of each network to the basic service set
identifier (BSSID) for such network.

BACKGROUND OF THE INVENTION

Due to recent advancements in technology, home appli-
ances are increasingly including “smart” features that are
capable of performing intelligent or complex tasks in addi-
tion to their traditional functionality. One challenge pre-
sented by such advanced functionality, however, is to pro-
vide the advanced features without burdening the users with
onerous interaction with the technology.

As an example, certain appliances can act as a WiFi
Access Point or otherwise host a wireless network. In such
fashion, the appliances can provide one or more computing
devices (e.g. a smartphone, tablet, or home energy manager)
with access to a local or wide area network (e.g. the
Internet).

However, existing systems may require the operator of the
computing device to manually identify the network hosted
by the appliance. For example, the operator may be required
to manually enter the network name or SSID. Manual entry
of network information can be time consuming, tedious, and
prone to error.

As another example, the operator may be required to
select the network hosted by the appliance from a list or
other device menu. However, interaction with various
menus or other system controls of the computing device can
be time consuming or challenging, particularly for a novice
user.

In certain other systems, selection of a particular network
may not be required. Instead, the computing device may
simply sequentially attempt to join each and every available
network until a successful connection is encountered. How-
ever, this process of “trial and error” can result in a lengthy
waiting time for the user, particularly in densely populated
areas where a large number of “incorrect” networks are
available for attempted connection.

Further, using such process of trial and error, the com-
puting device may inappropriately cease searching when it
connects to an incorrect network. For example, if a neighbor
has configured her home network to allow connection with-
out a password, then the computing device may successfully
connect to such network and incorrectly assume that the
appropriate network has been joined.

Therefore, systems and methods for enhanced identifica-
tion of networks provided by appliances are desirable. In
particular, systems and methods that provide fast, reliable,
and user-friendly identification of appliance-hosted net-
works are needed.

BRIEF DESCRIPTION OF THE INVENTION

Additional aspects and advantages of the invention will be
set forth in part in the following description, or may be
apparent from the description, or may be learned through
practice of the invention.
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One aspect of the present disclosure is directed to a
method for speeding up network identification. The method
includes receiving, by a computing device, identification
data for each of a plurality of networks. The identification
data for each of the plurality of networks includes a service
set identifier and a basic service set identifier. At least one of
the plurality of networks is hosted by an appliance. The
method includes comparing, by the computing device for
each of the plurality of networks, the service set identifier to
the basic service set identifier. The method includes deter-
mining, by the computing device for each of the plurality of
networks, whether to attempt to connect to such network
based at least in part on the comparison of the service set
identifier to the basic service set identifier for such network.

Another aspect of the present disclosure is directed to a
method for speeding up network identification. The method
includes obtaining, by a computing device, a service set
identifier and a basic service set identifier for each of a
plurality of networks. One or more of the plurality of
networks is hosted by an appliance. The method includes
determining, by the computing device for each of the
plurality of networks, whether a first portion of the service
set identifier matches a second portion of the basic service
set identifier. The method includes ignoring, by the com-
puting device, each of the plurality of networks for which it
is determined that the first portion of the service set identifier
does not match the second portion of the basic service set
identifier. The method includes attempting, by the comput-
ing device, to connect to at least one of the plurality of
networks for which it is determined that the first portion of
the service set identifier matches the second portion of the
basic service set identifier.

Another aspect of the present disclosure is directed to a
system for providing enhanced network identification. The
system includes a computing device configured to obtain a
service set identifier and a basic service set identifier for
each of a plurality of networks. The system includes an
appliance configured to host one of the plurality of networks.
The service set identifier of the network hosted by the
appliance includes at least a portion of the basic service set
identifier associated with the appliance. The computing
device is configured to attempt to connect to one of the
plurality of networks only if the service set identifier for
such network includes at least a portion of the basic service
set identifier for such network.

These and other features, aspects and advantages of the
present invention will become better understood with refer-
ence to the following description and appended claims. The
accompanying drawings, which are incorporated in and
constitute a part of this specification, illustrate embodiments
of the invention and, together with the description, serve to
explain the principles of the invention.

BRIEF DESCRIPTION OF THE DRAWINGS

A full and enabling disclosure of the present invention,
including the best mode thereof, directed to one of ordinary
skill in the art, is set forth in the specification, which makes
reference to the appended figures, in which:

FIG. 1 depicts an exemplary system for enhanced network
identification according to an exemplary embodiment of the
present disclosure; and

FIG. 2 depicts a flow chart of exemplary method for
enhanced network identification according to an exemplary
embodiment of the present disclosure; and
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FIG. 3 depicts a flow chart of exemplary method for
enhanced network identification according to an exemplary
embodiment of the present disclosure.

DETAILED DESCRIPTION OF THE
INVENTION

Reference now will be made in detail to embodiments of
the invention, one or more examples of which are illustrated
in the drawings. Each example is provided by way of
explanation of the invention, not limitation of the invention.
In fact, it will be apparent to those skilled in the art that
various modifications and variations can be made in the
present invention without departing from the scope or spirit
of the invention. For instance, features illustrated or
described as part of one embodiment can be used with
another embodiment to yield a still further embodiment.
Thus, it is intended that the present invention covers such
modifications and variations as come within the scope of the
appended claims and their equivalents.

Generally, the present disclosure is directed to systems
and methods for enhanced identification of a network hosted
by an appliance. In particular, as an example, an appliance
capable of hosting a local area network can be configured to
include at least a portion of the BSSID of the appliance
within the SSID of the network hosted by such appliance.
For example, if the BSSID of the appliance is
D828C9000123, then the appliance can be configured to
include the last four characters of the BSSID (e.g. 0123)
within the SSID.

As another example, the appliance can also be configured
to include a predetermined string of characters within the
SSID. For example, the appliance can be configured to begin
the SSID with the predetermined character string “GE.”
Thus, as an example, the SSID of the network hosted by the
appliance can be “GE_0123.”

According to another aspect of the present disclosure, an
application or other module can be installed onto or included
in a computing device. The module can be implemented by
the computing device to quickly and easily find and connect
to the network hosted by the appliance.

In particular, the module can analyze all available net-
works in light of the predefined patterns expected to be
exhibited by the SSID of the network hosted by the appli-
ance. Thus, the module can scan all available networks and
only attempt to join the networks that satisfy such prede-
termined criteria.

As an example, the module may only attempt to join
networks for which the SSID of the network includes at least
a portion of the BSSID associated with such network. Thus,
for example, if a network SSID does not include the last four
digits of the BSSID, the module may ignore such network
and move on to consider the next network.

As another example, the module may only attempt to join
networks that include the predetermined string of characters
within the SSID. Thus, for example, if a network does not
begin with “GE,” then the module may ignore such network
and move on to consider the next network.

Once the appropriate network has been identified, then the
module can connect the computing device to such network
using a passcode received from a user. In such fashion, the
user is not required to manually select or enter the network
name or SSID. Further, the lengthy waiting time associated
with a trial and error style connection process can be
eliminated as the vast majority of networks will be ignored
prior to an attempted connection.

10

15

20

25

30

35

40

45

50

55

60

65

4

Therefore, according to the present disclosure, various
predetermined criteria can be used to generate an appliance
network SSID so that it is quickly and easily identifiable
from a significant number of available networks. In particu-
lar, various patterns or relationships exhibited between the
BSSID and SSID of a network can be used and analyzed by
a module attempting to connect a computing device to the
appliance-hosted network.

With reference now to the FIGS., exemplary embodi-
ments of the present disclosure will be discussed in further
detail. FIG. 1 depicts an exemplary system 100 for enhanced
network identification according to an exemplary embodi-
ment of the present disclosure.

In particular, system 100 can include a computing device
106 to which various network connections are available.
More particularly, an appliance 102 and a plurality of
network access points 160, 162, and 164 can each host a
network to which computing device 106 can attempt to
connect.

Appliance 102 can be any suitable type of appliance,
including, but not limited to, a dishwasher, a microwave, a
washing machine, a dryer, an oven, a refrigerator, a heater,
a home energy manager, or any other type of appliance.

Appliance 102 can include one or more processors 110, a
memory 112, a display 118, and a network interface 120. The
processor(s) 110 can be any suitable processing device, such
as a microprocessor, microcontroller, integrated circuit, or
other suitable processing device.

The memory 112 can include any suitable storage media,
including, but not limited to, non-transitory computer-read-
able media, RAM, ROM, hard drives, flash drives, acces-
sible databases, or other memory devices. The memory 112
can store information accessible by processor(s) 110, includ-
ing instructions 114 that can be executed by processor(s) 110
to control various components of appliance 102 to provide
appliance functionality. Memory 112 can also store various
forms of other data 116.

Display 118 can be any display for displaying information
from appliance 102 to a user. As examples, display 118 can
be a liquid crystal display or an LED display.

According to an aspect of the present disclosure, appli-
ance 102 can be capable of hosting a network. For example,
network interface 120 can include suitable components for
hosting one more networks. In particular, as an example,
network interface 120 can include a wireless access point, a
router, and/or a modem. As further examples, network
interface 120 can include transmitters, receivers, ports, con-
trollers, antennas, or other suitable components.

In addition, appliance 102 can include a network man-
agement module 122. Appliance 102 can implement net-
work management module 122 to host and manage the
wireless network.

It will be appreciated that the term “module” refers to
computer logic utilized to provide desired functionality.
Thus, a module can be implemented in hardware, applica-
tion specific circuits, firmware and/or software controlling a
general purpose processor. In one embodiment, modules are
program code files stored on the storage device, loaded into
memory and executed by a processor or can be provided
from computer program products, for example computer
executable instructions, that are stored in a tangible com-
puter-readable storage medium such as RAM, hard disk or
optical or magnetic media.

As an example, in some implementations, network man-
agement module 122 can be implemented to create and
maintain the network hosted by appliance 102. For example,
network management module 122 can generate and broad-
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cast a service set identifier (SSID) and a basic service set
identifier (BSSID) associated with the network. In some
implementations, the BSSID can be the MAC address or the
EUI48 of appliance 102. The BSSID can be stored in data
116 and accessed by network management module 122.

In some implementations, network management module
122 can actively generate the SSID of the network. For
example, network management module 122 can retrieve the
BSSID from data 116 and generate the SSID according to
one or more predetermined criteria. However, in other
implementations, the network SSID can be pre-assigned and
stored in data 116.

As another example, network management module 122
can be implemented to manage network resources and
connections. For example, network management module
122 can receive a request from computing device 106 to
connect to the network. Network management module 122
can validate various credentials, such as, for example, a
passcode provided by computing device 106 and allow the
requested connection if the provided credentials satisfy the
criteria.

The network hosted by appliance 102 can use one or more
various protocols for exchanging data. For example, net-
work management module 122 can be implemented to
exchange data with computing device 106 using any of the
IEEE 802.11 family of networking standards, Bluetooth, or
any other suitable wireless protocols.

Computing device 106 can be, for example, a wireless
mobile device, a personal digital assistant (PDA), smart-
phone, tablet, laptop computer, desktop computer, music
player, computing-enabled watch, computing-enabled eye-
glasses, gaming console, embedded computing system,
home energy manager, smart meter, an additional appliance,
or other such devices/systems.

Computing device 106 can include one or more proces-
sors 140 and a memory 142. The processor(s) 140 can be any
suitable processing device, such as a microprocessor, micro-
controller, integrated circuit, or other suitable processing
device.

The memory 142 can include any suitable storage media,
including, but not limited to, non-transitory computer-read-
able media, RAM, ROM, hard drives, flash drives, acces-
sible databases, or other memory devices. The memory 142
can store information accessible by processor(s) 140, includ-
ing instructions 144 that can be executed by processor(s)
140 to control various components of computing device 106
to implement the present disclosure. Memory 142 can also
store various forms of other data 146.

Computing device 106 can also include a browser module
152. Browser module 152 can be implemented to operate a
web browsing application.

Computing device 106 can include a network connection
module 154. Computing device 106 can implement network
connection module 154 to quickly and easily find and
connect to the network hosted by appliance 102.

As an example, network connection module 154 can be
implemented to analyze all available networks in light of
one or more predefined patterns expected to be exhibited by
the SSID of the network hosted by appliance 102. Thus,
network connection module 154 can scan all available
networks and only attempt to join the networks that satisfy
such predetermined criteria.

In some implementations, network connection module
154 can be implemented to perform aspects of method (200)
of FIG. 2 and method (300) of FIG. 3.

FIG. 2 depicts a flow chart of exemplary method (200) for
enhanced network identification according to an exemplary
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6

embodiment of the present disclosure. Although method
(200) will be discussed with reference to system 100 of FIG.
1, method (200) can be performed by any suitable system.

In addition, FIG. 2 depicts steps performed in a particular
order for purposes of illustration and discussion. Those of
ordinary skill in the art, using the disclosures provided
herein, will understand that the various steps of method
(200) can be omitted, adapted, and/or rearranged in various
ways without departing from the scope of the present
disclosure.

At (202) a service set identifier (SSID) and a basic service
set identifier (BSSID) can be obtained for each of a plurality
of networks. For example, each of appliance 102 and
network access points 160, 162, and 164 can host a network
and broadcast the SSID and BSSID associated with such
network. Computing device 106 can receive the broadcasted
SSID and BSSID for each network.

At (204) a passcode can be obtained from a user. For
example, the passcode can be a string of characters or
symbols that allows access to the network hosted by appli-
ance 102. The user can input the passcode into computing
device 106. In some implementations, a passcode is not
necessarily used and therefore step (204) can be omitted.

At (206) the next network can be considered. In particular,
each network that is available to computing device 106 for
attempted connection can be sequentially considered. Thus,
the networks can be organized according to any logic and
then considered on an individual basis. As such, at the first
instance of (206) a first particular network can be considered
by computing device 106. Further, in some implementations,
two or more networks can be individually considered using
parallel computing operations.

At (208) the network SSID for the presently considered
network can be compared to the BSSID for such network.
For example, network connection module 154 can include
instructions for identifying the presence or absence of one or
more predetermined patterns to be exhibited by the SSID of
a network with respect to the BSSID of such network. Thus,
at (208) network connection module 154 can be imple-
mented to compare the SSID for the presently considered
network to the BSSID for such network to determine
whether such patterns are exhibited.

As an example, at (208) it can be determined whether the
SSID includes at least a portion of the BSSID. For example,
it can be determined whether the SSID includes a first
portion that matches a second portion of the BSSID. The
second portion can have a predefined length and/or a pre-
defined position within the BSSID. Likewise, the first por-
tion can have a predefined length and/or predefined position
within the SSID. In particular, in some implementations, at
(208) it can be determined whether the SSID includes the
last four characters of the BSSID.

At (210) it can be determined whether to attempt to
connect to the presently considered network. As an example,
if the comparison of the SSID to the BSSID at (208)
revealed the presence of the one or more predetermined
patterns, then at (210) it can be determined that an attempted
connection to the presently considered network should be
performed. Likewise, if the comparison of the SSID to the
BSSID at (208) revealed the absence of the one or more
predetermined patterns, then at (210) it can be determined
that an attempted connection to the presently considered
network should not be performed.

If it is determined at (210) that the computing device
should not attempt to connect to the present considered
network, then method (200) can return to (206) and consider
the next network. In such fashion, computing device 106 can
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attempt to connect to only those networks that satisfy the
predetermined criteria or patterns.

However, if it is determined at (210) that the computing
device should attempt to connect to the present considered
network, then method (200) can proceed to (212).

At (212) the computing device can attempt to connect to
the presently considered network using the passcode
obtained at (204). For example, network connection module
154 can communicate the received passcode to network
management module 122. If the passcode is valid, then
network management module 122 can allow or enable the
connection of computing device 106 to the network hosted
by appliance 102.

At (214) it can be determined whether the attempted
connection at (212) has been successful. If it is determined
at (214) that the computing device has not successfully
connected to the network, then method (200) can return to
(206) and consider the next network.

However, if it is determined at (214) that the computing
device has successfully connected to the network, then
method (200) can proceed to (216).

At (216) the computing device can use the network to
perform various operations. For example, a user can operate
computing device 106 to control appliance 102 over the
network or to modify one or more settings of appliance 102
over the network. Generally, however, use of the network at
(216) does not require any specific actions or interactions.

FIG. 3 depicts a flow chart of exemplary method (300) for
enhanced network identification according to an exemplary
embodiment of the present disclosure. Although method
(300) will be discussed with reference to system 100 of FIG.
1, method (300) can be performed by any suitable appliance
system.

In addition, FIG. 3 depicts steps performed in a particular
order for purposes of illustration and discussion. Those of
ordinary skill in the art, using the disclosures provided
herein, will understand that the various steps of method
(300) can be omitted, adapted, and/or rearranged in various
ways without departing from the scope of the present
disclosure.

At (302) a service set identifier (SSID) and a basic service
set identifier (BSSID) can be obtained for each of a plurality
of networks. For example, each of appliance 102 and
network access points 160, 162, and 164 can host a network
and broadcast the SSID and BSSID associated with such
network. Computing device 106 can receive the broadcasted
SSID and BSSID for each network.

At (304) a passcode can be obtained from a user. For
example, the passcode can be a string of characters or
symbols that allows access to the network hosted by appli-
ance 102. The user can input the passcode into computing
device 106. In some implementations, a passcode is not
necessarily used and therefore step (304) can be omitted.

At (306) the next network can be considered. In particular,
each network that is available to computing device 106 for
attempted connection can be sequentially considered. Thus,
the networks can be organized according to any logic and
then considered on an individual basis. As such, at the first
instance of (306) a first particular network can be considered
by computing device 106. Further, in some implementations,
two or more networks can be individually considered using
parallel computing operations.

At (308) it can be determined whether the SSID includes
a predetermined string of characters. For example, appliance
102 can be configured to begin the SSID of its hosted
network with the predetermined character string “GE.”
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If it is determined at (308) that the SSID of the presently
considered network does not include the predetermined
string of characters, then method (300) can return to (306)
and consider the next network. Thus, for example, if a
network does not begin with “GE,” then network connection
module 154 may ignore such network and move on to
consider the next network.

However, if it is determined at (308) that the SSID of the
presently considered network does include the predeter-
mined string of characters, then method (300) can proceed
to (310).

At (310) it can be determined whether the SSID of the
presently considered network includes at least a portion of
the BSSID of such network. For example, it can be deter-
mined whether the SSID includes a first portion that matches
a second portion of the BSSID. The second portion can have
a predefined length and/or a predefined position within the
BSSID. Likewise, the first portion can have a predefined
length and/or predefined position within the SSID. In par-
ticular, in some implementations, at (310) it can be deter-
mined whether the SSID includes the last four characters of
the BSSID.

If it is determined at (310) that the SSID of the presently
considered network does not include at least a portion of the
BSSID, then method (300) can return to (306) and consider
the next network. Thus, if a network SSID does include at
least a portion of the BSSID, then network connection
module 154 may ignore such network and move on to
consider the next network.

However, if it is determined at (310) that the SSID of the
presently considered network does include at least a portion
of the BSSID, then method (300) can proceed to (312).

At (312) the computing device can attempt to connect to
the presently considered network using the passcode
obtained at (304). For example, network connection module
154 can communicate the received passcode to network
management module 122. If the passcode is valid, then
network management module 122 can allow or enable the
connection of computing device 106 to the network hosted
by appliance 102.

At (314) it can be determined whether the attempted
connection at (312) has been successful. If it is determined
at (314) that the computing device has not successfully
connected to the network, then method (300) can return to
(306) and consider the next network.

However, if it is determined at (314) that the computing
device has successfully connected to the network, then
method (300) can proceed to (316).

At (316) the computing device can use the network to
perform various operations. For example, a user can operate
computing device 106 to control appliance 102 over the
network or to modify one or more settings of appliance 102
over the network. Generally, however, use of the network at
(316) does not require any specific actions or interactions.

The technology discussed herein references servers, data-
bases, software applications, and other computer-based sys-
tems, as well as actions taken and information sent to and
from such systems. One of ordinary skill in the art will
recognize that the inherent flexibility of computer-based
systems allows for a great variety of possible configurations,
combinations, and divisions of tasks and functionality
between and among components. For instance, computing
processes discussed herein may be implemented using a
single computing device or multiple computing devices
working in combination. Databases and applications may be
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implemented on a single system or distributed across mul-
tiple systems. Distributed components may operate sequen-
tially or in parallel.

This written description uses examples to disclose the
invention, including the best mode, and also to enable any
person skilled in the art to practice the invention, including
making and using any devices or systems and performing
any incorporated methods. The patentable scope of the
invention is defined by the claims, and may include other
examples that occur to those skilled in the art. Such other
examples are intended to be within the scope of the claims
if they include structural elements that do not differ from the
literal language of the claims, or if they include equivalent
structural elements with insubstantial differences from the
literal languages of the claims.

What is claimed is:
1. A method for speeding up network identification, the
method comprising:
generating, by an appliance, a first service set identifier
for a first network hosted by the appliance, wherein at
least a first portion of the generated first service set
identifier matches at least a second portion of a first
basic service set identifier associated with the appli-
ance;
receiving, by a computing device, identification data for
each of a plurality of networks, wherein the identifi-
cation data for each of the plurality of networks com-
prises a service set identifier and a basic service set
identifier for such network, and wherein the first net-
work is included in the plurality of networks;
comparing, by the computing device for each of the
plurality of networks, the service set identifier for such
network to the basic service set identifier for such
network, wherein comparing, by the computing device
for each of the plurality of networks, the service set
identifier for such network to the basic service set
identifier for such network comprises determining, by
the computing device for each of the plurality of
networks, whether a first string of characters included
in the service set identifier for such network matches a
second string of characters in the basic service set
identifier for such network; and
determining, by the computing device for each of the
plurality of networks, whether to attempt to connect to
such network based at least in part on the comparison
of'the service set identifier for such network to the basic
service set identifier for such network, wherein deter-
mining, by the computing device for each of the
plurality of networks, whether to attempt to connect to
such network based at least in part on the comparison
of'the service set identifier for such network to the basic
service set identifier for such network comprises:
ignoring, by the computing device, each of the plurality
of networks for which it is determined that the first
string of characters included in the service set iden-
tifier for such network does not match the second
string of characters included in the basic service set
identifier for such network; and
attempting, by the computing device, to connect to at
least one of the plurality of networks for which it is
determined that the first string of characters included
in the service set identifier for such network matches
the second string of characters included in the basic
service set identifier for such network.
2. The method of claim 1, wherein:
the first string of characters has a predetermined length.
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3. The method of claim 2, wherein:

the second string of characters has a predetermined length
and a predetermined position within the basic service
set identifier.

4. The method of claim 3, wherein the second string of
characters comprises the last four characters included in the
basic service set identifier.

5. The method of claim 4, wherein the first string of
characters comprises the last four characters included in the
service set identifier.

6. The method of claim 1, further comprising:

determining, by the computing device for each of the

plurality of networks, whether the service set identifier
for such network includes a predetermined string of
characters;

wherein determining, by the computing device for each of

the plurality of networks, whether to attempt to connect
to such network based at least in part on the comparison
of the service set identifier to the basic service set
identifier for such network comprises determining, by
the computing device for each of the plurality of
networks, whether to attempt to connect to such net-
work based at least in part on the comparison of the
service set identifier to the basic service set identifier
for such network and based at least in part on whether
the service set identifier for such network includes the
predetermined string of characters.

7. The method of claim 6, wherein:

determining, by the computing device for each of the

plurality of networks, whether the service set identifier
for such network includes the predetermined string of
characters comprises determining, by the computing
device for each of the plurality of networks, whether a
predetermined number of characters at the beginning of
the service set identifier matches the predetermined
string of characters.

8. A method for speeding up network identification, the
method comprising:

generating, by an appliance, a first service set identifier

for a first network hosted by the appliance, wherein at
least a first portion of the generated first service set
identifier matches at least a second portion of a first
basic service set identifier associated with the appli-
ance;

hosting, by the appliance, the first network with the first

service set identifier;
obtaining, by a computing device, a service set identifier
and a basic service set identifier for each of a plurality
of networks, wherein the plurality of networks com-
prise the first network hosted by an appliance;

determining, by the computing device for each of the
plurality of networks, whether a first string of charac-
ters included in the service set identifier for such
network matches a second string of characters included
in the basic service set identifier for such network;

ignoring, by the computing device, each of the plurality of
networks for which it is determined that the first string
of characters included in the service set identifier for
such network does not match the second string of
characters included in the basic service set identifier for
such network; and

attempting, by the computing device, to connect to at least

one of the plurality of networks for which it is deter-
mined that the first string of characters included in the
service set identifier for such network matches the
second string of characters included in the basic service
set identifier for such network.
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9. The method of claim 8, further comprising:

receiving, by the computing devices, a passcode from a

user;
wherein attempting, by the computing device, to connect
to at least one of the plurality of networks comprises
attempting, by the computing devices to connect to the
at least one of the plurality of networks using the
passcode.
10. The method of claim 8, wherein the second portion of
the first basic service set identifier comprises a predeter-
mined number of characters at a predetermined position
within the first basic service set of identifier.
11. The method of claim 8, wherein:
the basic service set identifier for each network comprises
a sequence of characters; and

the second string of characters included in the basic
service set identifier comprises the last four characters
in the sequence.

12. A system for providing enhanced network identifica-
tion, the system comprising:

an appliance configured to:

generate a first service set identifier for a first network
hosted by the appliance based at least in part on a
first basic service set identifier associated with the
appliance, wherein at least a first portion of the
generated first service set identifier matches at least
a second portion of the first basic service set iden-
tifier; and

host the first network with the first service set identifier;
and
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a computing device configured to:

obtain a service set identifier and a basic service set
identifier for each of a plurality of networks; and

attempt to connect to one of the plurality of networks
only if the service set identifier for such network
includes a first string of characters that matches a
second string of characters included in the basic
service set identifier for such network.

13. The system of claim 12, wherein the second string of
characters included in the basic service set identifier com-
prises a predetermined number of characters positioned at
the end of the basic service set identifier.

14. The system of claim 12, wherein the computing device
is configured to attempt to connect to one of the plurality of
networks only if the service set identifier for such network
includes the first string of characters that matches the second
string of characters included in the basic service set identi-
fier for such network and also the service set identifier for
such network includes a predetermined string of characters.

15. The system of claim 12, wherein the computing device
is configured to attempt to connect to one of the plurality of
networks only if the service set identifier for such network
includes the first string of characters that matches the second
string of characters included in the basic service set identi-
fier for such network and also the service set identifier for
such network begins with a predetermined string of charac-
ters.



